
红帽官方微博 红帽官方微信

摘要    在云端自动化红帽企业 Linux 部署cn.redhat.com 

云端复杂性是一个日益增长的挑战

混合和多云环境继续受到市场青睐，因为它们为 IT 企业提供了两全其美的服务――专有、
高度监管的现场基础架构以及几乎无限的云资源。但是，迁移平台和应用，以及管理分布
在多个环境中的基础架构和工作负载可能会非常复杂。

作为 IT 堆栈的关键组件，操作系统迁移、部署、配置和管理对于混合云和多云运维的成功
至关重要。红帽® 企业 Linux® 和红帽 Ansible® 自动化平台可以帮助您为应用和工作负载高
效地建立和管理一致、可靠、以安全为中心的基础。

将您的红帽企业 Linux 系统迁移到云端

手动执行操作系统和工作负载迁移可能会耗费大量时间和资源，需要数月才能完成。Ansible 
自动化平台可以帮助您快速、高效、可靠地将系统和应用迁移到云环境。将红帽企业 Linux 
工作负载迁移到需要的地方，从本地迁移到公共云，在公共云之间迁移，或者从传统的计算
架构迁移到云原生平台。Ansible 自动化平台适用于所有类型的基础架构，包括传统、虚拟
化和容器化基础架构。因此，您可以使用最适合您企业的迁移策略――经典的备份和恢复、
扫描和重新创建，甚至是基础架构即代码（IaC）。借助工作流可视化工具，您只需一个工
具即可编排整个迁移流程。

在混合云和多云环境中构建自动化

Ansible 自动化平台允许您编排、实施和管理完整的混合云工作流，从置备和部署，到 Day 2 
运维和管理，再到政策应用和执行。以下示例显示了一部分可以在混合云和多云环境中跨
红帽企业 Linux 部署实现自动化的任务。

在云中编排资源

	� 使用集成到现有自动化工作流中的 IaC 工具置备和停用系统。

	� 使用系统角色（基于 Ansible 自动化平台的定制、受支持的公共服务和任务库）轻松配
置和部署红帽企业 Linux 实例。

	� 使用集中式自动化网格跨本地、私有云和公共云基础架构的任意组合管理和扩展工作
负载。

通过自动化实现一致性

Ansible 自动化平台可以自
动化和编排云环境的各个
方面，以提高一致性：

	� 按需置备和停用资源。

	� 确保一致的配置和部署。

	� 管理关键工作负载生命
周期。

	� 大规模应用和实施安全
政策。

了解 Ansible 自动化平台如
何帮助您简化云环境。
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	� 使用红帽 Ansible 认证内容集和经过 Ansible 验证的内容管理热门工作负载的整个生命周
期，包括 ServiceNow、SAP S/4HANA®、Microsoft Windows 和 Microsoft SQL Server。

	� 在整个环境中将红帽企业 Linux 系统升级至最新版本。

实施管理流程

	� 使用 Event-Driven Ansible 分析并修复红帽智能分析发现的潜在系统问题，无需手动干
预，避免对用户造成影响。

	� 监控并修复红帽企业 Linux 实例中的配置漂移。

	� 管理您的红帽企业 Linux 服务器清单以及其他云资源。

管理云环境

	� 使用系统角色自动应用红帽企业 Linux 安全政策。

	� 验证红帽企业 Linux 安全设置在整个云环境中是否一致，并自动修复任何检测到的问题。 

	� 在整个基础架构中设置红帽企业 Linux 身份和访问权限管理。

	� 使用 Ansible 自动化中心共享和重用可信的自动化内容，以便在整个企业中管理红帽企
业 Linux。

	� 通过红帽企业 Linux 用户组管理和控制对云资源的访问。

	� 在基于云的实例之间重新分配流量，以平衡跨区域的工作负载。

了解更多

通过使用 Ansible 自动化平台自动化许多常见的红帽企业 Linux 管理任务，您可以优化流
程、降低配置错误的风险，并避免整个环境中的配置漂移。了解 Ansible 自动化平台如何与
红帽企业 Linux 集成，将 IT 自动化落实到云运维的各个方面。

利用系统角色

红帽企业 Linux 系统角色
可以帮助您自动化许多常见
的系统部署和管理任务：

	� 确保跨多个系统的可重
复配置。

	� 简化每日系统管理。

	� 跨云环境一致地执行系
统管理任务。
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