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持续的变化给金融服务带来的挑战
在消费者预期升高以及来自非传统服务提供商压力的双重推动下，金融服务公司必须在消费者对个性
化服务的需求与不断变化的监管规则和安全考虑之间权衡。公司必须在管理现有 IT 配置的同时，采用
新的基础架构来简化运维并提高效率。

为了克服这些挑战并交付成果，传统的金融服务机构（FSI）正在全力实现数字化转型。在这些举措
中，主要的改变包括针对那些较为耗时的手动流程实现自动化，以及部署现代应用平台轻松适应不断
变化的需求。此外，金融服务机构还可以简化操作，同时将新的和现有的 IT 资源都统一到已优化并且
可管理的环境中。

红帽可提供先进的自动化解决方案（如红帽® Ansible® 自动化平台），以帮助金融服务机构快速、有
效地实现数字化转型。了解红帽® Ansible® 自动化平台如何帮助金融服务机构（FSI）为自动化打造一
致的基础，并改进现有流程以支持数字化举措。Ansible 自动化平台采用了一个简单易用的引擎，可跨
内部和云环境自动进行置备、配置管理、应用部署及服务内部编排。

敏捷性、灵活性和速度都需要优化资源和流程
管理好技术变革的速度和由此带来的影响是打造竞争优势的关键所在。为了降低流程的复杂性并简化
整个企业的业务运营，应做到：

•	标准化基础架构和资源，以提高可见性并支持自动化资源管理。 

•	对整个环境中的流程与任务进行简化和自动化，包括服务请求、置备和停用。 

•	采用易于使用并且常见的管理和自动化工具集，以改进团队协作。 

此外，金融服务机构还可以简化操作，同时将新的和现有的 IT 资源都统一到已优化并且可管理的环境
中。为了实现这些资源相关优势，企业可以：

•	部署具有更高可见性、灵活性和自动化功能且采用整合式管理的高性能基础架构。 

•	在硬件和软件之间实施协作式设计优化和集成，以提高工作负载密度和资源利用率。 

•	在整个企业内开发可重用的流程，以减少手动工作。借助自动化，您可以利用现有基础架构来完成
更多工作，从而使员工可以专注于能带来更多客户价值的战略性项目。

“红帽可以将开源技术与
供应商的支持、修补和
管理相结合，这些都是
我们这样接受监管的企

业所需要的。”

Tom Gilbert
德意志银行云、应用与集成平台全球主管
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关于红帽
红帽是世界领先的企业开源软件解决方案供应商，依托强大的社区支持，为客户提供稳定可靠而且高性能
的 Linux、混合云、容器和 Kubernetes 技术。红帽帮助客户集成现有和新的 IT 应用，开发云原生应用，在
业界领先的操作系统上开展标准化作业，并实现复杂环境的自动化、安全防护和管理。凭借一流的支持、培
训和咨询服务，红帽成为《财富》500 强公司备受信赖的顾问。作为众多云提供商、系统集成商、应用供应
商、客户和开源社区的战略合作伙伴，红帽致力于帮助企业做好准备，拥抱数字化未来。
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IT 自动化如何帮助金融服务机构以较低的风险实现创新
自动化可通过以下方式帮助金融服务机构以较低的风险来采用创新应用平台：

•	扩展应用以满足不可预知的使用趋势。更加自信地进行创新，并提供最佳客户体验。

•	利用连续监控、报告和修复功能来转换资源配置与置备，以确保符合公司及监管政策。 

•	利用 DevOps 实践和持续集成/持续交付（CI/CD）功能构建和交付旨在增强与客户间数字互动的 
应用。

红帽 Ansible 自动化平台带来安全至上管理的大规模改进
金融服务机构可以使用红帽 Ansible 自动化平台对 IT 环境和流程进行现代化改造，从而在不受供应商
锁定的情况下推动业务向前发展。该解决方案是一种简单、强大且无需代理的 IT 自动化技术，它可以
为整个企业提供一个通用平台。其中包括一些专为安全供应商和解决方案集成而创建的模块和角色，
例如：

•	用于安全信息和事件管理（SIEM）的 Splunk Enterprise Security。

•	 Snort 入侵检测和预防。

•	 Check Point 企业防火墙解决方案。 

红帽产品不依赖某个特定供应商，可在不更换关键传统应用和不改变流程的情况下支持不断变化的 IT 
环境。红帽 Ansible 自动化平台支持跨设备、平台和供应商进行安全任务和流程的整合与编排。 

了解更多
通过结合人员、流程和工具的方式，红帽提供高性能的自动化环境，帮助金融服务机构实现数字化 
转型。 
决策清单：适用于金融服务行业的自动化 
红帽 Ansible 自动化平台产品概述

“之所以选择红帽，是
看中了他们丰富的经验、
创新能力和全面的云套
件，并且可以轻松联系
到团队。选择了开源解
决方案后，我们可以防
止供应商锁定，减少对
托管服务提供商的依赖，
并更好地控制成本。”

Kerry Peirse
国泰航空有限公司  

IT 基础架构与运维部门 
总经理
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